
 

Remote Filming Privacy Policy & Cookie Statement 
Version: 1st February 2024 

 

From the start, Remote Filming has cared about your privacy and respecting all our 
Clients and Users. Protecting the data of everyone we work with is of the highest 
importance to us, and we go to great lengths to make sure we keep it safe. 

We take your trust and right to privacy seriously and work continuously to keep your 
digital footprint small and in your control. Nevertheless, to enable you in your flow and 
to improve and secure our service, we need to process some personal and /or corporate 
information. For privacy-related questions, please reach out to our Data Protection 
Officer via info@remotefilming.com 

This statement covers the processing activities of the Remote Filming services, 
software, websites (including browser extensions) and/or applications (together: 
“Services”). 

The Services allow you to transmit and broadcast your films, photographs and events or 
other Content (together: “Content”). The Services may be provided to you online, in the 
form of a mobile and/or desktop application(s) and/or may be integrated in a third-party 
service. 

We collect and use personal data described below in order to provide you with access to 
our Site and Services in a reliable and secure manner, for our current and future 
legitimate business needs, to make sure we do what we promise you and to comply with 
legal requirements. 

By using any of the Services you agree to have read and understood our Privacy and 
Cookie Statements below. 

You should also know that we will never sell or rent your personal data to anyone or any 
organization. 
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This Privacy Policy and any other documents referred to herein, sets out the basis on 
which any personal data we collect from you, or that you provide to us, will be 
processed by us. 

Please read the following carefully to understand our views and practices regarding 
your personal data and how we will treat it. By visiting https://www.remotefilming.com 
(“Site”) you are accepting and consenting to the practices described in this Privacy 
Policy. 

Data Controller 
With regard to the personal data of individuals located in the European Union and for 
the purposes of the Regulation (EU) 2016/679 of the European Parliament and of the 
Council of 27 April 2016 which protects natural persons with regard to the processing of 
personal data and on the free movement of such data, The General Data Protection 
Regulation (GDPR) which came into effect on 25 May 2018 (the legal framework that 
sets guidelines for the collection and processing of personal information from 
individuals who live in the European Union) and the UK's Data Protection Act 2018, or any 
subsequent amendments to any related legislation or replacement or supplementary 
legislation (“Data Protection Law”), the Data Controller is Remote Filming Limited, 5 Eton 
Garages, Lambolle Place, London NW3 4PE United Kingdom. 

What data we may collect from you 
We may collect data by automated/non-automated means and process information 
about you from the following sources: 

(i) Information you give us 
(a) You may give us information about you by filling in and submitting enquiry 

forms on our Site or by corresponding with us by telephone, email, WhatsApp, 
messaging service or other communications channels. This includes 
information you provide when you participate in demonstrations of our 
products and services, download apps or subscribe to our services (“Services”) 
or register to view videos on our Site, or receive marketing-preferences-
authorised emails and documents from us 



 

(b) The information you give us may include your name, address, email address 
and telephone number/s, company details, job description/s, photograph/s, 
project/s 

(c) Internet protocol (IP) address used to connect your computer to the Internet, 
including the full Uniform Resource Locators (URL) you visited and arrived 
from, including date and time of access your login information, browser type 
and version, time zone setting, browser plug-in types and versions, operating 
system version, and platform, date, and time of access to different site 
features, page response times, download errors, page visit length/bounce 
rates, page interaction information, and methods used to browse away from 
the page and any telephone number used to contact us. 

(ii) Information we receive from other sources 
We may receive information about you if you use any other services we may provide. In 
this case we will have informed you when we collected that data that it may be shared 
internally and combined with data collected on this Site. 

(iii) Information collected by third parties 
We are also working closely with third parties (including for example, sub-contractors in 
technical, payment and delivery services, analytics providers, content delivery networks, 
compliant marketing databases) and may receive information about you from them, 
including: 

Google: to enable email communications with you and provide Site analytics data. 

HubSpot: to manage contacts and keep a record of communications/ 
interactions with customers 

Stripe: our cloud accounting system that stores email and names of persons sent 
invoices by email as well as data required to prepare and send you valid invoices 
for our services. 

 
Why do we use your personal information? 



 

We use your personal information in order to provide our Services, to comply with legal 
obligations and to advertise our Services to you and to keep you informed of new 
Services and improvements to the Services, and to keep our Services safe and secure. 

Please find below how we use your personal information specifically and on what legal 
grounds we base the use of your personal information. 

Activities & purposes 
1. Service: the most important reason for using your personal information is, of 

course, to offer you our Services as mentioned in our Terms of Service, for 
example to transmit or broadcast your Content or to let you access the Content 
across different devices; 

2. Support: we provide a wide range of support services to help you out whenever 
you’re in need, for instance when you need technical assistance. If it’s needed to 
offer support, the Support-team can, on your request, access your device/s to help 
you out; 

3. Account & billing: to maintain an accurate and up-to-date address book to 
facilitate payment of your fees to us and perform accounting, auditing & billing 
activities; 

4. Safety, integrity & security: Remote Filming follows up on abuse reports, 
NTD/DMCA reports, fraud investigations and could investigate your compliance 
with us of our Terms of Services and/or API Terms of Use. Furthermore, if we 
become aware or are informed about Content including Child Sexual Abuse 
Imagery (CSAI) we will immediately we become aware switch off our Services to 
you and report the suspected abuse directly to law enforcement agencies. 
Furthermore, we protect ourselves against fraud and other illegal activities. In all 
these cases we withhold the right to preserve all information and data we hold 
about you related to your Content, including information we have about you, and 
share it, together with other identifying information, with law enforcement 
agencies. Finally, we could use your personal information for internal control to 
safeguard our and your safety, integrity, and security. For instance, in case of any 
suspicion of violations of our Terms of Services or the API Terms of Use; 



 

5. Improvement & development: we evaluate the use of our Services to improve our 
Services, fix bugs, develop new products and services. We do this either by market 
research (for instance by sending out surveys) or by performing analyses. We do 
this to understand how our User base interacts with our Services and what they 
think of them, and how they believe they can be improved; 

6. Marketing, advertisement & communication: we may use the information we have 
about our Users for marketing and (interest-based) advertising as well as 
communication and to provide information. In order to find the right audience for 
these advertisements we will look at certain segments of people. For instance, 
people who use similar Services as ours, people who share the same 
characteristics as our current Users. In order to communicate with our target 
audience, we might use email, SMS or MMS messaging or ads in publications in 
print and/or online which have been identified as relevant. Moreover, based on the 
frequency of use of our Services or the types of Content you stream, we might 
promote one of our (other) Services, features, or price offers. 

7. Legal: in so far as necessary, we might use your personal information to defend 
Remote Filming in legal proceedings in relation to or as a result of your use of our 
Services, following a court order, abiding by any law, regulation, or governmental 
request, cooperating with law enforcement, cooperating in fraud investigations of 
third parties, safeguarding national security, defence, public security, and to 
uphold our Terms of Services. 

Legal grounds 
Each processing activity has a valid legal ground, which is described below: 

1. Contractual obligations with you: regarding the activities and purposes mentioned 
under 1, 2 and 3. We need to process personal information to offer our Services 
through our websites and mobile apps, to provide (technical) support and to bill 
your subscription fee; 

2. Legal obligations: regarding the activities and purposes under 3, 4 and 7 above. 
We’re legally obliged to process your personal information for accounting 



 

purposes, to respond to legal requests and NTD- or DMCA-requests (Digital 
Millennium Copyright Act); 

3. Consent: (partially) regarding activities and purposes mentioned under 2 (e.g. 
accessing your Content for support) and 6, except when we communicate direct 
marketing in relation to our own and similar Services to you as a paid User; 

4. Legitimate interests: (partially) regarding activities and purposes under 1 & 3 (e.g. 
to provide cross-device access). For the purposes mentioned under 4 in order to 
provide safe Services, to prevent fraud and react against illegal use of our 
Services. For our innovative interests as mentioned under 5. And finally for our 
(direct) marketing, brand interests under 6 and legal & compliance interests as 
stated under 7. When we use your personal information based on our or a third 
party’s legitimate interest, we will make sure to balance your rights and freedoms 
against said legitimate interest. If, to the extent applicable, you wish to object to 
the activities based on our legitimate interest and there’s no opt-out available in 
your account settings or received communication, please contact 
legal@remotefilming.com 

What partners do we share information with? 
Remote Filming has several partners to operate and improve its Services. Furthermore, 
we may share or allow you to share your information as part of some of the Services. 

1. Service providers: such as our hosting provider, User support provider, IT & 
software providers, analytics, and search engine providers that assist us in the 
improvement and optimization of our Site; such as Google Analytics, our payment 
processors, email processors and professional advisors acting as service providers 
to us in relation to the Site - including lawyers, bankers, auditors, and insurers on 
an as-needed basis but not part of day-to-day activities; 

2. People and social media: you may choose to share your Content with others, 
directly or on social media. 

3. Law enforcement agencies or regulators: we are obliged to share your personal 
information in case of a legal request. In case we run across CSAI or when we’re 



 

notified on other illegal Content we’ll also share your personal information with 
law enforcement agencies. 

4. Business partners: we collaborate with advertising partners, marketing and 
communication agencies. We do this for (interest based) advertising, branding and 
reaching out to you. Our advertising partners implement their own tracking 
cookies which fall under their terms of services and privacy & cookie statement. 
Please find a list of all third-party cookies and their privacy policies here. 

5. Integrated services: if you decide to integrate (one of) our Services with another 
service (such as Slack or your social media account) we will connect that service 
with ours. In order to provide such service, we will need to share some of your 
personal information with that service. The terms and privacy & cookie statement 
of these third parties applies, at least for their part of the connection. 

6. Remote Filming entities: we share personal information between entities which 
are part of the Remote Filming group in order to provide our Services and for all 
purposes mentioned under “Why do we use your personal information?”. 

Where we store your personal data 
Our Services are global, and your information (including personal data) may be stored 
and processed in any country where we have operations or where we engage service 
providers, and we may transfer your information to countries outside of your country 
of residence, which may have data protection rules that are different from those of 
your country of residence. 

We will take all steps reasonably necessary to ensure that your data is treated securely 
and in accordance with this Privacy Policy. 

In particular, this means that your personal data will only be transferred to a country 
that provides an adequate level of protection (for example, where the European 
Commission has determined that a country provides an adequate level of protection) or 
where the recipient is bound by standard contractual clauses according to conditions 
provided by the European Commission (“Standard Contractual Clauses”). 



 

Our Site and Services are accessible via the internet and may potentially be accessed by 
anyone around the world. Other Users may access the Site or Services from outside the 
EEA. 

This means that where you chose to post your data on our Site or within the Services, it 
could be accessed from anywhere around the world and therefore a transfer of your 
data outside of the EEA may be deemed to have occurred. You consent to such transfer 
of your data for and by way of this purpose. 

Protection of your information 
All information you provide to us is stored on our secure servers. 

Where we have given you (or where you have chosen) a password which enables you to 
access certain parts of the Site or Services, you are responsible for keeping this 
password confidential. We ask you not to share any password with anyone. 

Transmissions within Remote Filming are encrypted and secure. 

Unfortunately, transmissions of information via the Internet to Remote Filming, may 
not be completely secure. Although we will endeavour to protect your personal data, we 
cannot guarantee the security of your data transmitted to our Site or the Services. 

Any transmission is at your own risk. 

Once we have received your information, we do use strict procedures and security 
features in the effort to prevent unauthorized access. 

Links to other websites 
Our Site and Services may, from time to time, contain links to and from the websites of 
others. If you follow a link to any of these websites, please note that these websites 
have their own privacy policies and that we do not accept any responsibility or liability 
for these policies. 

Please check these policies should you choose to submit any personal data to these 
websites. 

Data retention 



 

We retain personal data for as long as necessary for the relevant activity for which it 
was provided or collected. 

This will be for as long as we provide access to the Site or Services to you, your account 
with us remains open or any period set out in any relevant contract you have with us. 
However, we may keep some data after your account is closed or you cease using the 
Site or Services for the purposes set out below. 

We may retain personal data where reasonably necessary to comply with our legal 
obligations (including law enforcement requests), meet regulatory requirements, 
maintain security, prevent fraud and abuse, resolve disputes, and enforce our legal 
agreements with you. If you set up an account with us, we will retain de-personalised 
information after that account has been closed. 

Please note: After you have closed your account or deleted information from your 
account, any information you have shared with others will remain visible. We do not 
control data that other Users may have copied from the Site or Services. 

Age of Users 
Our Site and our Services are not intended for and shall not be used by anyone under 
the age of 18. You can see more about this in our Terms of Service. 

Provisions applicable to Users located in the EU or in the UK 
You have the right under Data Protection Act (UK, 2018), free of charge, to request: 

(i) Access to your personal data 

(ii) Rectification or deletion of your personal data 

(iii) A restriction on the processing of your personal data 

(iv) Object to the processing of your personal data 

(v) A transfer of your personal data in a structured, machine readable and commonly 
used format 

(vi) Withdraw your consent to us processing your personal data, at any time. 



 

You can make a request in relation to any of the above rights by contacting us as set out 
at the end of this Privacy Policy. We will respond to such queries within 30 days and deal 
with requests we receive from you, in accordance with the provisions of applicable Data 
Protection Law. 

Different countries have different privacy regulations, and it is Remote Filming’s policy 
to respect everyone’s rights and base requests from you for information about what 
data we have about you, if any, on the principles of the Data Protection Act. 

The Data Protection Act 2018 is a United Kingdom Act of Parliament which updates data 
protection laws in the UK. It is a national law which complements the European Union's 
General Data Protection Regulation 

Marketing Communications 
We will send you marketing emails if you “opt in” to receive marketing emails when 
registering on our Site, or if you have enquired about, or purchased any of our goods or 
services or we have acquired your details from a correctly formatted database of 
opted-in records. 

Please note that, if you change your mind about being sent marketing emails you can 
“opt out” at any time by clicking the “unsubscribe” link at the bottom of any marketing 
email. Once you “opt out”, you will no longer receive any marketing emails from us. We 
will continue to communicate with you regarding your service billing and support via 
email. 

We send push notifications from time to time in order to update you about any service 
updates, events, and promotions we may be operating. If you no longer wish to receive 
these communications, please disable these in the settings on your device. 

 
 
How safe is it to share your personal data with us? 



 

Remote Filming takes technical and organizational measures to protect your personal 
information against loss or other forms of unlawful processing. 

We make sure that personal information is only accessible by those who need access to 
do their job and that they are properly authorised. That means we limit the amount of 
people that have access, and we make sure that personal information can only be read, 
copied, modified, or removed by properly authorised Remote Filming staff. We monitor 
internal activity to ensure the safety and accuracy of personal information. 

Remote Filming staff are required to conduct themselves in a manner consistent with 
the company’s guidelines regarding confidentiality, ethics, and appropriate usage of 
personal information. Staff are required to sign a confidentiality agreement. 

Complaints 
If you have any complaints about our use of your personal data please contact us as set 
out at the end of this Privacy Policy or contact your local Data Protection Authority in 
the country in which you are located. 

All complaints, questions and matters relating to data privacy should be emailed in the 
first instance to Anthony Barry – data@remotefilming.com 

Right to object 
You have a right to object to our use of your personal information, for instance when 
the legal base for processing is based on one of our legitimate interests. If you inform 
us that you do not longer wish us to process your personal information or to be 
approached, Remote Filming will move your personal information to a separate file. 
Your personal information will no longer be used for the specified purposes, unless our 
legitimate interest, for example safety & security, outweighs your right to objection. You 
can request this via legal@remotefilming.com 

Please state clearly that your request concerns a privacy matter and more specifically 
that you are exercising your right to object. 

If you think we have infringed your privacy rights, you can lodge a complaint with the 
relevant supervisory authority. You can lodge your complaint in particular in the 
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country where you live, your place of work or place where you believe we infringed your 
right(s). 

Withdrawal of consent 
When you’ve provided your consent for us to process your personal information, you 
can withdraw your consent at any time, without affecting the lawfulness of processing 
activities based on consent before its withdrawal. If you withdraw your consent, we will 
no longer process the personal information which we’ve received based on your 
consent. 

Services “as is” 
We strive to provide great Services, but there are certain things that we can't guarantee. 

To the fullest extent permitted by Law, Remote Filming and its Affiliates, Suppliers and 
Distributors make no warranties either express or implied, about the services. 

The services are provided “as is”. 

We also disclaim any warranties of merchantability, fitness for a particular purpose and 
non-infringement. 

Some places don’t allow the disclaimers in this paragraph, so they may not apply to you. 

Changes to our Privacy Policy 
We may revise our Privacy Policy from time to time to better reflect: 

a. changes to the law, 

b. new regulatory requirements, or 

c. improvements or enhancements made to our Services. 

If an update affects your use of the Services or your legal rights as a User of our 
Services, we’ll notify you prior to the update's effective date by sending an email to the 
email address associated with your account or on our website or via an in-product 
notification. These updated terms will be effective no less than 30 days from when we 
notify you. 



 

If you don’t agree to the updates we make, please cancel your account and/or your 
bookings before they become effective. Where applicable, we’ll offer you a pro rata 
refund based on the amounts you have prepaid for Services and your account/booking 
cancellation date. By continuing to use or access the Services after the updates come 
into effect, you agree to be bound by the revised Terms. 

This Privacy Policy was last updated on 1 August 2021 and replaces any other Privacy 
Policy previously applicable from this date. 

Limitation of Liability 
We don’t exclude or limit our liability to you where it would be illegal to do so. 

This includes any liability for Remote Filming or its Affiliates’ fraud or fraudulent 
misrepresentation in providing our Services. 

In countries were the following types of exclusion aren’t allowed, we’re responsible to 
you only for losses and damages that are reasonably foreseeable as a result of our 
failure to use reasonable care and skill or our breach of our contract with you. This 
paragraph doesn’t affect Consumer Rights that can’t be waived or limited by any 
contract or agreement. 

In countries where exclusions or limitations are allowed, Remote Filming, its Affiliates, 
Suppliers or Distributors won’t be liable for: 

i. Any indirect, special, incidental, punitive exemplary or consequential damages, or 

ii. Any loss of use, data, business, or profits, regardless of legal theory 

These exclusions or limitations will apply regardless of whether or not Remote Filming 
or any of its Affiliates have been warned of the possibility of such damages. 

If you use the Services for any commercial, business or re-sale purposes, Remote 
Filming or any of its Affiliates, Suppliers or Distributors will have no liability for any loss 
or profit or loss of business, business interruption or loss of business opportunity. 
Remote Filming and its Affiliates are not responsible for the conduct, whether online or 
offline of any Users of the Services. 



 

Other than for the types of liability we cannot limit by Law, as described in this section, 
we limit our liability to you to the greater of $500 USD or 100% of any amount you have 
paid for the Remote Filming Services you are using at the time of the alleged problem. 

Resolving Disputes 
Let’s try to sort things out first. 

We want to address your concerns without needing a formal legal case. Before filing a 
claim against Remote Filming, you agree to try to resolve the dispute informally by 
contacting legal@remotefilming.com 

We’ll try to resolve the dispute informally by contacting you via email in the first 
instance. If a dispute is not resolved within 21 days of submission, you or Remote Filming 
may bring a formal proceeding. 

Forum for Disputes 
You and Remote Filming agree that any legal proceeding to resolve claims relating to 
these Terms or the Services will be brought in Courts of England and Wales, subject to 
the mandatory arbitration provisions below. Remote Filming and you consent to venue 
and personal jurisdiction in such courts. If you reside in a country (for example, a 
member state of the European Union) with laws that give consumers the right to bring 
disputes in their local courts, this paragraph doesn’t affect those requirements. 

But we both agree t all we can to come to an agreement we are both content with and 
that that agreement will be binding on us both. 

We can also opt to arbitrate the dispute with an independent arbitrator we are both 
happy with. Some countries. Like the USA, have a formal process for this arbitration and 
such guidelines are a useful approach to dispute resolution. 

 
 
No class actions 
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You may only resolve disputes with us on an individual basis and may not bring a claim 
as a plaintiff or a class member in a class, consolidated or representative action. Class 
arbitrations, class actions, private lawyer general actions and consolidation with other 
arbitrations aren’t allowed. 

Controlling Law 
These Terms will be governed by The Courts of England and Wales. However, some 
countries (including those in the European Union) have laws that require agreements to 
be governed by the local laws of the consumer's country. This paragraph doesn’t 
override those laws. 

Entire Agreement 
These Terms represent the whole agreement between you and us with respect to the 
subject matter of these Terms and supersede and replace any other prior or 
contemporaneous agreements, or terms and conditions applicable to the subject 
matter of these Terms. These Terms create no third-party beneficiary rights. 

Waiver, Severability & Assignment 
Remote Filming’s failure to enforce a provision is not a waiver of its right to do so later. 
If a provision is found to be unenforceable, the remaining provisions of the Terms will 
remain in full effect and an enforceable term will be substituted reflecting our intent as 
closely as possible. You may not assign any of your rights under these Terms, and any 
such attempt will be void. Dropbox may assign its rights to any of its affiliates or 
subsidiaries, or to any successor in the interest of any business associated with the 
Services. 

How to contact Remote Filming 
Our support team is available via support@remotefilming.com 

If you have any questions, please email us in English, to make sure we can help you in the 
best way. 
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If you have questions about the way Remote Filming processes your personal 
information or the personal information Remote Filming stores about you, please 
contact Remote Filming by sending an email with your question to 
legal@remotefilming.com 
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Cookie Policy 
Version: 1 August 2022 

 

We respect your right to privacy and your choices regarding your data. 

We need to process some of your personal information when you’re using our tools, but 
we go to great lengths to keep your digital footprint small, safe, and in your control. 

If you have any questions about your privacy on Remote Filming, please reach out to 
our Data Protection Officer. 

Cookies and other identifiers 
We use cookies and browser storage on our Site to distinguish you from other Users. 
This helps us to provide you with a good experience when you browse our Site and also 
allows us to improve the Site. 

What are cookies? 
Cookies are small text files that are placed on your computer by websites that you visit. 
They are widely used in order to make websites work, or work more efficiently, as well 
as to provide information to the owners of the Site. Cookies can be “persistent” or 
“session” cookies. 

We use persistent cookies and session cookies on our Site. 

Persistent Cookies 
A persistent cookie is stored on a User’s device in between browser sessions which 
allows the preferences or actions of a User across the Site (or in some cases across 
different websites) to be remembered. We use persistent cookies to save your login 
information for future logins to the Site. 

Session Cookies 
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A session cookie allows the Site to link your actions during a browser session. We use 
session cookies to enable certain features of the Site, to better understand how you 
interact with the Site and to monitor aggregate usage by Users and web traffic routing 
on the Site. Unlike persistent cookies, session cookies are deleted from your computer 
when you log off from the Site and then close your browser. 

Why and how cookies are used 
We place cookies with the intention of making Remote Filming even better. 

We work hard to make our Services safe, beautiful, and unobtrusive. But feel free to 
block cookies, but this may affect how well our Services work. 

We place several cookies (or similar technologies, like pixels or web beacons) on your 
device for the purpose of facilitating your use of the Service and to find out how the 
Service may be improved. We or our advertising partners also place cookies on our 
website(s). These partners can vary per country as we are a global business. 

When our advertising partners place cookies, these cookies can process personal 
information to measure the effectiveness of the campaign. 

Cookies are small text files that are stored on your computer by your browser when you 
visit a website. Examples of cookie purposes are: your language preferences, logging 
into an account, remembering login details, serving you personalised advertisements 
and acceptance of the Terms of Service and Privacy & Cookie Statement. 

Our website can place these cookies for the following purposes: 

1. Functional cookies are used to provide functionalities when using our Service, 
such as the possibility to set preferences or to remember your previous settings 

2. Analytical cookies are used to optimize our Service. For example, to optimize the 
usability of our website by AB-testing a new feature, to make the website more 
User-friendly and to analyse how you use our Service. We also use analytical 
cookies to stop bots and malicious behaviour like spam. When we use analytical 
cookies, this could include third party cookies, as found in the cookie list. These 
third-party analytical cookies process personal information, which is detailed in 
the cookie list too. 



 

3. Advertisement cookies are used for commercial, editorial, and promotional 
purposes. With these cookies your internet- and surf behaviour can be followed 
over various domains and websites. Remote Filming only checks the (one) website 
you visited prior to your visit to one of our websites. We do not track the website 
you visit after you leave our website. 

Advertisement cookies are often also placed by third parties to measure the 
effectiveness of their advertising campaigns and to follow your internet- and surf 
behaviour over other domains and websites where they have placed a cookie. 
Remote Filming does not have access to or control over personal information 
collected via these cookies or other features that advertisers and third parties 
may use. Our Privacy & Cookie Statement is therefore not applicable to these 
third-party cookies, and we refer you to third parties’ Privacy Statements to read 
how they handle personal information. You can find a list of the limited amount of 
third-party cookies and a link to their privacy policies here. 

4. Pixel tags or web beacons are a piece of code embedded on the website that 
collects personal information about Users' engagement on that web page. The use 
of a pixel allows us to record, for example, that a User has visited a particular web 
page or clicked on a particular advertisement. The pixel also allows us to see from 
which previous website or channel a User arrived at our website. 

We have an extensive cookie list available here, which we will update regularly. Due 
to the changing nature of our Service, this may result in the cookie list not being 
fully up to date at all times. If you want to remove certain cookies, or block them 
from being stored in your browser, it is possible to arrange this through your 
browser settings for cookies. You can find these settings under the Privacy tab in 
the Preferences section of most browsers. Here you can specify your cookie 
preferences or remove cookies. Please note that if you remove or refuse Remote 
Filming cookies, the Service might not function in optimal form, although we think 
that’s unlikely. 

 



 

Which cookies we use and why 
The information below explains the cookies we use: 

Google Analytics (Tracking Cookies) 
These cookies are used to collect information about how visitors use our site. 

We use the information to compile reports and to help us improve the Site. The cookies 
collect information in an anonymous form, including the number of visitors to the Site, 
where visitors have come to the Site from and the pages they visited. If you do not allow 
these cookies we will not be able to include your visit in our statistics. 

You can read the full Google Analytics privacy policy at: 
http://www.google.com/policies/privacy/ 

To opt out of being tracked by Google Analytics across all 

websites visit: http://tools.google.com/dlpage/gaoptout 

Cloudflare (Security Token) 
Cloudflare uses identifiers to better differentiate between legitimate and illegitimate 
traffic. This token may or may not be present. 

Sign-in cookies 
If you need to sign in, we generate cookies that let us know whether you are signed in or 
not. Our servers use these cookies to work out which account you are signed in with 
these cookies include a JWT and nonce. The nonce is also stored in localStorage. This 
token also may or may not be present. 

Site performance cookies 
We use these remember preferences you may have set on our Sites and to log you out 
after periods of inactivity.  These include both a “trackingId” cookie for device 
differentiation and also “sessionExpirationTime” for inactivity. 

You can set up your browser options to stop your computer accepting cookies or to 
prompt you before accepting a cookie from the websites you visit. 

http://www.google.com/policies/privacy/
http://tools.google.com/dlpage/gaoptout


 

Manage cookies 
To find out more about cookies, including how to see what cookies have been set and 
how to manage and delete them, visit: 

www.aboutcookies.org,  or 

www.allaboutcookies.org 

Clear cookies 
You can remove all your data from our cookies, usually in settings in your browser/s. 

 

Name Retention period Domain 

OpenX 1 year .openx.com 

Integral Ad Science 1 year .integralads.com 

DoubleClick 1 year .google.com 

Moat 1 year .moat.com 

AppNexus 1 year .appnexus.com 

Sizmek 1 year .sizmek.com 

Google Analytics UTM code 1 year .google.com 

Nielsen 1 year .nielsen.com 

Millward Brown 1 year .millwardbrown.com 

Meetrics 1 year .meetrics.com 

VisualIQ 1 year .visualiq.com 

http://www.aboutcookies.org/
http://www.allaboutcookies.org/
https://www.openx.com/legal/privacy-policy/
https://integralads.com/privacy-policy/
https://www.google.com/intl/en/policies/
https://moat.com/privacy
https://www.appnexus.com/en/company/privacy-policy
https://www.sizmek.com/privacy-policy/
https://www.google.com/intl/en/policies/privacy/
https://www.nielsen.com/nl/nl/legal/privacy-policy/
https://www.millwardbrown.com/footer/privacy-terms
https://www.meetrics.com/en/data-privacy/
https://www.visualiq.com/privacy


 

DoubleVerify 1 year .doubleverify.com 

Adform 1 year .site.adform.com 

Adfarm 1 year .adfarm.in 

Weborama 1 year .weborama.nl 

Gemius 1 year .gemius.com 

Flashtalking 1 year .flashtalking.com 

Mediaplex 1 year .conversantmedia.com 

Krux DMP 1 year .salesforce.com 

Dynata 1 year .dynata.com 

Adzerk 1 year .dev.adzerk.com 

 
About Okta 
Remote Filming offers Users a one-time password option for logging into its Services. 

This provision is facilitated by Okta. 

Okta utilizes an HTTP session cookie to provide access to your Okta organization and 
applications across web requests for interactive User-agents such as a browser. This 
document provides examples for programmatically retrieving and setting a session 
cookie for different deployment scenarios to provide SSO capabilities for custom web 
applications built on Okta. 

The session token may only be used once to establish a session. If the session expires or 
the User logs out of Okta after using the token, the User won't be able to reuse the same 
session token to get a new session cookie. 

https://www.doubleverify.com/privacy/
https://site.adform.com/uncategorized/product-and-services-privacy-policy/
http://www.adfarm.in/privacypolicy
https://www.weborama.nl/privacy
https://www.gemius.com/privacy-policy.html
https://www.flashtalking.com/privacypolicy
https://www.conversantmedia.com/legal/privacy
https://www.salesforce.com/products/marketing-cloud/sfmc/salesforce-dmp-privacy/
https://www.dynata.com/privacy-policy/
https://dev.adzerk.com/docs/privacy-policy-ad-server


 

The prompt=none param guarantees that the User will not be prompted for credentials. 
You will either obtain the requested tokens or an OAuth error response. 

The sessionToken param serves as the primary credentials. It represents the 
authentication that was already performed via the Authentication API. 

The response also includes an ID Token that describes the authenticated User and can 
contain additional claims such as User profile attributes or email. 
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https://developer.okta.com/docs/reference/api/authn/
https://developer.okta.com/docs/reference/api/oidc/#id-token

